***Assignment of css***

Q1. What do you mean by the term access control.

Q2. What are different types of access control.

Q3. What are the best practices for access control.

Q4. Define the term identification authentication, authorization, non- repudiation.

Q5. What are the various issues in access control?

Q6. What are the layers used in threat modeling.

Q7. What are the steps used for threat modeling?

Q8. What are the mojor web server threats?

Q9. What are the methods of CSRF migration

Q10. Web security mechanisms relies on which protocol.